nsiTeuRa @SUT-Wifi 145U Windows 8-8.1

1L.adnviileAsunIsWaNsowuy wifi imanuis uaudenuy "Open Network and Sharing
Center'

Troubleshoot problems

‘ Open Network and Sharing Center ‘
S " Eulk @ ¢ ENG

.30 Fivi

8/22/2016

2.9%t99 Network and Sharing Center A@n "Set up a new connection or network'

u@ Network and Sharing Center - a
1+ :‘: <« All Control Panel ltems » Network and Sharing Center v ¢ Search Control Panel L

View your basic network information and set up connections
Control Panel Home

. View your active networks
Change adapter settings You are currently not connected to any networks.
Change advanced sharing
settings Change your networking settings
t‘ Set up a new connection or network
Set up a broadband, dial-up, or VPN cdnnection; or set up a router or access point.
;5}’1 Tr'cubleshoot problems ‘
Diag and repair rk problems, or get troubleshooting inf
See also
HomeGroup

Internet Options

Windows Firewall

3.91%tA19 Set Up a Connection or Network 1den "Manually connect to a wireless network”
NTUNA "Next"

W Set Up a Connection or Network

Choose a connection option

[} Connect to the Internet
Set up a broadband or dial-up connection to the Internet.

i Set up 2 new network
<a®,, Setup anew router or access point.

". Manually connect to a wireless network
w2 Connect to a hidden network or create a new wireless profile.

. Connect to a workplace
Set up a dial-up or VPN connection to your workplace.

G
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4.UUNINAN8 Manually connect to a wireless network Fapneadl
Network name : @SUT-Wifi

Security type: WPA2-Enterprise

Encryption type: AES

UUNA "Next"

(© & Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: @SUT-Wifi

Security type: WPA2-Enterprise v

Encryption type: AES

Security Key: Hide characters

Start this connection automatically

["] Connect even if the network is not broadcasting

Warning: If you select this option, your computer's privacy might be at risk.

5. UUNTIA Successfully added network nn "Change connection settings"

&* Manually connect to a wireless network

Successfully added @SUT-Wifi

< Change connection settings
Open the connection properties so that | can change the settings.

Close

6.UUNTNANS Wireless Network Properties L@anudiu "Security” 91nuna "Settings”



@SUT-Wifi Wireless Network Properties |

Security type: WPA2-Enterprise v
Encryption type: | AES v

Choose a network authentication method: =
Vuaosoﬂ:ProhxdeAP(PEAP) vl m 1
vl ber my credentials for this Lk
time I'm lbogged on
Advanced settings
| ok Cancel

7.UUNUIAY Protected EAP Properties laidan "Verify the server's identity by validating the
certificate"

#3en "Select Authentication Method:" 10 Secured password (EAP-MSCHAP v2)

2NUUNA "Configure..."

When connecting:

Connect to these servers (examples:srv1;srv2;. *\.srv3\.com):

b Certification Authorities:

]
[] class 3 Public Primary Certification Authority
[] Class 3 Public Primary Certification Authority
["] DigiCert Assured ID Root CA

[ "] Equifax Secure Certificate Authority

[] GeoTrust Global CA

["] GlobalSign Root CA
<

Notifications before connecting:

Tell user if the server's identity can't be verified

Select Authentication Method:
‘ Secured password (EAP-MSCHAP v2) ‘ Configure... ‘
Enable Fast Reconnect

["]Enforce Network Access Protection

[ Disconnect if server does not present cryptobinding TLV

["]Enable Identity Privacy

8.UURUIA EAP MSCHAPV2 Properties Litaan "Automatically use my Windows logon
name and password (and domain if any)" 3ntjuna "OK"



When connecting:

Automatically use my Windows logon name and
password (and domain if any).

OK ] | Cancel |

9.UUNTNRY Protected EAP Properties na "OK"

When connecting:
[] Verify the server's identity by validating the certificate

| | Connect to these servers (examples:srv1;srv2;. ®\.srv3\.com):

Trusted Root Certification Authotities:

]
[] Class 3 Public Primary Certification Authority
[] class 3 Public Primary Certification Authority
[] DigiCert Assured ID Root CA

[] Equifax Secure Certificate Authority

[] GeoTrust Global CA

["] Globalsign Root CA

£ 3

Notifications before connecting:

Tell user if the server's identity can't be verified

Select Authentication Method:
| Secured password (EAP-MSCHAP v2)

Enable Fast Reconnect

D Enforce Network Access Protection

[ Disconnect if server does not present cryptobinding TLV
["]Enable Identity Privacy

| cancel

10.UUN"6Ne Wireless Network Properties ne "Advanced settings"



@SUT-Wifi Wireless Network Properties

Connection | Seaurity

Security type: | WPA2-Enterprise

Choose a network authentication method:

Mcrosoft Protected 42 GE) v |

Settings

[V Remember my credentials for this connection each
on

time I'm logged

| Advanced settings

11.UUnt"siN9 Advanced settings 1den "Specify authentication mode:" Way

authentication" 91n1unA "Save credentails”

Advanced settings
802.1X settings | 802.11 settings
i Spedify authentication mode:
User authentication v

Save credentials

Delete credentials for all users

["] Enable single sign on for this network

@) Perform immediately before user logon

Perform immediately after user logon

num delay (seconds)

10 S

V| Allow additional dialogs to be displayed during single

sign on

This network uses separate virtual LANs for machine

i and user authentication

¥

12.uunthsing Windows Security sey U3y Internet Account anntuna

AIA

"O K"

P "User



Windows Security “éﬁ

Save credentials

Saving your credentials allows your computer to connect to the netw:
when you're not logged on (for example, to download updates).

n7an internet account

H YAIVINU (SFENINIIU / FHAUA.)
I

Cancel

13.UUnA19 Advanced settings nm "OK"

Advanced settings x|
| 802. X settings | 802,11 settings |
[V} specfy authentication mode:
User authentication v| | savecredentats |
Delete credentials for all users
["lEnable single sign on for this network

®) Perform immediately before user logon
Perform immediately after user logon

Madnmum detay (seconds): 10 o
V! Allow additional dialogs to be displayed during single
Sgn on

This network uses separate virtual LANS for machine
and user authentication

14.Uuntsine Wireless Network Properties g "OK"



@SUT-Wifi Wireless Network Properties

| Comnecton | Secuity |

Security type: |WPA2-Enterprise v

Encryption type: AES Y.

Choose a network authentication method:

\Microsoft: Protected EAP (PEAP) "i Aﬂ;
[V]Remember my credentials for this connection each
time I'm logged on
| Advanced settngs |
O Cancel

15.0UMtA19 Manually connect to a wireless network na "Close"

«) & Manually connect to a wireless network

Successfully added @SUT-Wifi

< Change connection settings
Open the connection properties so that | can change the settings.

16.nalaAdUNSWBUABNININEUIS

%@ - 90 () ENG




17,1890 "@SUT-WIfi" 91n1une "Connect”

Networks

View Connection Settings

Connections

T_:_l ;ut.ac.th

Wi-Fi

.Illl @SUT-Wifi

Connect automatically

lI“ eduroam
|

1883 NTouse @SUT-Wifi dfauas aunsalazdnmsideusial’ aswieluilisegluusinnid
dyeueSUT-Wifi gunsalazyinnisiteuselngdnludi



Networks

View Connection Settings

Connections

lil_:_| sut.ac.th

Wi-Fi

alll VT

oulﬂﬁ @ AlSwifi

0 2 -
-llll SUT-Wif

l||| eduroam
|



